**Comment signifier que le site est sécurisé (en https) ?**

Dans wordpress, aller dans « Réglages » et changer l’adresse web du site et de worpress en ajoutant un « s » à l’url. (Cela ne permet pas de sécuriser une adresse, pour cela il faut acheter un certificat.)

**Comment faire pour que les gens ne puissent pas commenter nos pages ?**

Dans la section « pages », cliquer en haut à droite sur l’onglet « option de l’écran » et décocher « commentaires ».

**Comment avoir une url propre ?**

Il faut aller dans « Réglage > Permalien » puis cocher « Titre de la publication » . Ainsi, on se retrouve avec une url qui possède le titre du site et qui est suivi par le titre de la page.

**Ou choisir sa page de politique de confidentialité si je veux en créer une autre à la place de celle de base ?**

Il suffit d’aller dans « Réglage > confidentialité » puis modifier la page ou en créer une.

**Ou peut-on éditer du html ?**

Quand vous modifier ou créer une page, cliquez sur les trois points en haut à droite de votre éditeur wordpress, descendez la liste et cliquer sur « Editeur de code ».

**Peut-ont affecter les colonnes dans l’éditeur wordpress ?**

Il suffit de cliquer sur le file d’Ariane en bas à gauche de l’éditeur wp.

**Comment dupliquer une page ?**

Pour dupliquer une page, utiliser l’extension duplicate page

**Qu’est-ce qu’un certificat SSL ?**

Un certificat SSL est un fichier de données qui lie une clé cryptographique aux informations d'une organisation. Installé sur un serveur, le certificat active le cadenas et le protocole « https », afin d'assurer une connexion sécurisée entre le serveur web et le navigateur. Le SSL est généralement utilisé pour sécuriser les transactions bancaires, le transfert de données et les informations de connexions. Il est récemment devenu la norme pour sécuriser la navigation sur les sites de réseaux sociaux.

Les certificats SSL lient ensemble :

* Un nom de domaine, un nom de serveur et un nom d’hôte.
* L'identité de l'organisation (nom d'entreprise) et le lieu.

A partir d'Août 2020, le cadenas et la barre d'adresse verte utilisés auparavant pour symboliser l'utilisation d'un certificat EV n'apparaissent plus dans les navigateurs.

L'organisation doit installer le certificat SSL sur son serveur web afin d'initialiser des sessions sécurisées avec les navigateurs. Une fois la connexion sécurisée établie, l'ensemble du trafic entre le serveur et le navigateur sera sécurisé.

Une fois le certificat correctement installé sur le serveur, le protocole HTTP devient HTTPs, le ‘S’ signifiant ‘sécurisé’.

**Comment créer un autre site wordpress ?**

Re-télécharger le dossier wordpress sur le site wordpress.org. Après extraction, changer son nom (ex : wordpress1) couper le dossier, puis aller dans « C:\xampp\htdocs» et coller le.

Ensuite, dans votre bdd, créer une nouvelle base de données (nommer la de la même façon puis changer l’interclassement et choisissez « utf8\_general\_ci »). Ensuite aller sur « http://localhost/monNomDeSite/wp-admin/ » et commencer à créer votre compte wordpress qui sera dédier à ce nouveau site. N’oubliez pas, le premier écran correspond au infos de votre base de données (identifiant, mot de passe), c’est après cette étape que vous devrait créer un identifiant et un mot de passe pour votre compte wordpress.